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Revision History

|  |  |  |
| --- | --- | --- |
| Revision Date | Revision Number | Description |
| June 25, 2018 | 1.00 | Added functional modules block diagrams in section Alpha Release with final reviews ready for MSFT |
| Oct 25, 2018 | 1.10 | Sealing Key Hash function incorporated for .der and .pem files |
| Dec 10, 2018 | 1.20 | Changes to reflect SAS Ver 0.92 - Product Name and SKU Number length increase to 64 bytes. Seal Configuration added 2 bytes and removed 2 bytes from Reserved |
| Jan 11, 2019 | 1.22 | Changes to reflect SAS Ver. 0.83 - Disk Measurement removing GPT hash and adding the Partition 0 Measurement Type (0, 1,2, 3) adding support for PCR 11. |
| Jan 25, 2019 | 2.00B | **Beta Release** - Added the PMT Binary Integration and Signing module (Integration of the MEU tool) The PMT tool will now perform generation of the Singed GMF binary and signing. |
| Mar 3, 2019 | 2.06B | Added the –winblog to read the TPM PCR values from the windows boot log file |
| Mar 18, 2019 | 2.07B | Changed default to read the PCR Values from the Windows boot log file. Added -tpmpcr option to read the PCR values from the TPM. -winblog is no longer necessary but is still a valid option. |
| July 14, 2019 | 2.08B | Add Hex Dump of TPM Log File in the GETWBCL option, Check PCR5 DC\_Configuration variable for GMFSigningEnabled and MeasurementCollection bits set; Add Disk Measurement Type 3 Existing BOM File; Add seal configuration parameters used by the seal .ini file to the pmt .ini file; ; Log file to initialize PCR [0] to 3 when ACM sends SU from locality 3. |
| July 22, 2019 | 2.09B | PCR [0] locality 3 changed from Big-endian to Little-endian |
| August 21, 2019 | 2.10B | 1) Extra byte bug fixed on pmf.binary PCR hash, 2.) Added the Expiry date checking – PMT will fail if the expiry date is has passed. Changed the “ExpireDate” parameter in pmt.ini to “ExpiryDate”. 3.) Debug flag in the meu manifest header is turned on by default. PMT will look for pmt\_private.pem, pmt\_public.pem & pmt\_certificate.bin at local folder by default if the meu\_pmf\_manifest.xml file is not being used. |
| September 26,2019 | 2.11B | 1) Fixed: “Error during CryptCreateHash” on first run on new system 2) updated OpenSSL Version 1.0.2T Sept 2019 release. 3) PMT tool now checks the PMFSigningEnabled flag in pmf.ini file. 4) PMT tool will automatically scan for all of the partition and then set Partition Measurement Type=0 by default unless the Partition Measurement Type is specified in the pmt.ini file. 5) The pmt.ini file now support comments using # for single line and /\* comment \*/ for commented sections. |
| October 7, 2019 | 2.12B | 1) Fixed the OS Build Number in PMF does not match OS Build Number in SVT. |
| October 9, 2019 | 2.13B | 1) Fixed PMT Tool did not unload the unload “HKEY\_LOCAL\_MACHINE\WIN10\_REG\_SOFTWARE” |
| December 3, 2019 | 2.14PV  Production Candidate Release | 1) Removed dependencies on the tbs.dll for the PMT tool to run. Note: If the TPM PCR resisters are read directly from the TPM then tbs.dll is still required.  2) TPM Log File filename is used to read the latest log file entry. Log file naming uses an incremental filename. The log file write date is not used to determine the latest file  3) Added note that spaces are valid characters in PartitionBOMFileName(0,1,2,…)= filenames |
| April 26, 2020 | 2.15PV | 1) When signing the PMF, PMT expects to provide a Certificate for the PMF signing key. The  PMT should restricted the public key to RSA 2048. Version 2.14 checks the Signature Algorithm field which is incorrect. It now checks the Subject Public Key Algorithm Info field |
| May 19, 2020 | 2.16PV | 1) Changed the version output text from 2.15B to 2.16PV. 2) Fixed the PCR [1,4,7,11] & platform measurement error observed while Sealing(From OS) with latest Dropship ‘PMT Tool v2.15’ |
| Oct 7, 2020 | 2.18PV | 1) Changed the version output text from 2.17PV to 2.18PV. 2) fix error on Windows Crypto API call |
| Oct 23, 2020 | 2.19PV | 1) Updated with VS2017. 2) Updated with Openssl 1.1.1h. |

# General Information

## Important Notes

**Scope of the release**

This is the Production release for the Intel® TDS Platform Measurement Tool for customer production.

1. The PMT tool was updated in Ver 2.18PV to fix error on Windows Crypto API call.

|  |  |
| --- | --- |
| **NTE\_KEYSET\_ENTRY\_BAD**  0x8009001AL  The *pszContainer* key container was found but is corrupt. | PMT The error is from the Windows Crypto API where the local key container that created by PMT was corrupted.  Root Cause could be:  - Some other services or tools that are creating the key container with same name as PMT.  - PMT didn’t clear the container properly when it failed at certain point.  Corrective Actions  - PMT Version 2.18PV now has a new container name & close the container properly. |

# PMT Tool List of New Features (RCRs) in this release

| **Change #** | **Change details** |
| --- | --- |
| N/A | N/A |
|  |  |

# Issue Status Definitions

This document provides sightings and bugs report for Intel® TDS PMT Tool.

**Closed/Resolved Issues**: This category will only display closed issues within the current Intel® PMT Tool release. After each release, old issues will be dropped down to the “Archive” section and then new closed issues will take its place back up top for the next release. If an issue is posted in this section, it will indicate that the issue has been verified and fixed within the kit that is being released.

**Known/Open Issues**: This category will display all Known Issues since the Beta release and will remain in this section until fixed or noted otherwise. “Known Issues” are still under investigation and may or may not be root caused.

**Archive – Fixes in Previous Kits**: This category will display all closed issues that were closed in their respected kit#. This section will serve as a history of fixed issues.

# PMT Tool Resolved Issues in this Release

| Issue # | Description | Details | Notes |
| --- | --- | --- | --- |
|  |  |  |  |

# PMT Tool Open/Known Issues

| Issue # | Description | Details | Notes |
| --- | --- | --- | --- |
| None |  |  |  |